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1. General considerations underpinning the nature and availability of remedies

There are a number of important considerations that are relevant to determining how to structure a remedial jurisdiction and what remedies should be made available for privacy infringements in a particular jurisdiction. 

The most obvious is the type of possible harm or loss that an individual data subject might suffer. There should be some sort of relation between the remedy and the infringement to which it relates. 

A related consideration is the ratio between the effort involved in seeking a remedy and the result where a complaint has been substantiated. If remedies are inadequate in comparison to the cost and trouble involved in pursuing a complaint about a privacy infringement, individuals will not feel it worthwhile to pursue them and the law will not be enforced, which in turn will have a likely negative effect on compliance with the law.

The overall aim of the jurisdiction and the purpose for instituting sanctions are, of course, key considerations. Remedies for privacy infringements can take different forms, depending on what it is desired to achieve. If the purpose is to promote a broad awareness of the need to respect privacy and discourage practices that affect large sections of the public, then an inquiry or investigative remedy, invoked upon or without a complaint from an individual or section of the public might be all that is required. A focus more on individual issues might not require sanctions more serious than declarations or orders for compliance if one wanted to take a light-handed approach. The purpose of achieving justice in individual cases, on the other hand, might require a full panoply of remedies. 

Other matters that may relevant to the choice of what remedies to make available are the particular sensitivities or vulnerabilities of the agencies or types of agency whose behaviour is sought to be regulated. For example, if the object of regulation is limited to public sector agencies, sufficient government accountability mechanisms may already be in place so that only a declaratory remedy may be necessary.
 In relation to all agencies with a public face, however, the importance of good public relations, and the fear of public embarrassment or adverse commercial repercussions may in many contexts be sufficient. 

The number and type of remedies that are made available will have a bearing on the cost of supporting the jurisdiction. The more serious the sanctions, the more elaborate the institutional framework and processes will need to be in the interests of justice. There is thus an inseparable relationship between remedies and process. Indeed, a process itself can function as a remedy, whether it is “having one’s day in Court”, or even the very processes of investigation and conciliation.

This point naturally leads on to a further consideration. This is the availability or allocation of resources in relation to the mischief that is sought to be regulated, which in turn brings one back to the overall purpose of the jurisdiction. Just because a data subject might suffer detriment does not necessarily mean that the law ought to make provision for remedies in respect of every possible harm or loss. Likewise, if the awards that tend to be made in a jurisdiction are of little monetary value, or if the effect of orders that tend to be made tends not to affect seriously a party’s overall position, the cost of maintaining elaborate institutions would seem to be misplaced. The remedies or particular types of remedies that are established for privacy infringements should be weighed against the cost of maintaining the appropriate processes and institutions. 

A privacy regime should also aim to avoid overlap with other jurisdictions and causes of action (eg, defamation, nuisance, negligence, breach of confidence), and contain an effective means of filtering complaints that are of a minor or misconceived nature. Any regime that enables individuals to complain about information-related matters -- in particular, what people say about them and how information is used about them, whether true or false -- encompasses an astonishing breadth of grievances. A privacy regime can provide a low-risk avenue for ventilating many of these. Since all social intercourse will involve the collection, use and disclosure of personal information, many privacy issues have their origin simply in relationships gone wrong. In the New Zealand experience, these are most commonly family, medical, financial, employment, and individual/government relationships. Privacy concerns per se are not necessarily always at the core of all problems that are being pursued through a privacy complaints process. A privacy regime should therefore strive to target matters that raise serious privacy issues.

2. Process and Remedies under the Privacy Act 1993 and New Zealand’s freedom of information legislation

The general object of the Privacy Act is to promote and protect individual privacy with respect to information about individuals in accordance with the OECD Guidelines.
 The centrepiece of the legislation is the set of twelve information privacy principles in s 6 relating to the collection, holding and use of personal information. The principles are modeled on both the OECD Guidelines and the information privacy principles in Australia's Privacy Act 1988. In addition to the information privacy principles, the legislation contains principles relating to information held on public registers;
 it sets out guidelines and procedures in respect to information matching programmes run by government agencies;
 and it makes special provision for the sharing of law enforcement information among specialised agencies.

Although New Zealand’s privacy jurisdiction differs in several fundamental respects from the European Union model, particularly in that it does not require notification of data processing to a supervisory authority, it conforms to European standards in that it makes judicial remedies available for privacy infringements, including compensation where a person has suffered loss.
 The Privacy Commissioner oversees compliance with the Act, but does not function as a central data registration or notification authority, and with one small exception (in relation to charging for information), does not have the power to determine legal rights and liabilities under the Act. 

The many and varied functions of the Privacy Commissioner are set out in s 13 of the Act. In relation to remedial jurisdictions, the Privacy Commissioner’s role can be seen to be threefold. Firstly, the Privacy Commissioner investigates and conciliates complaints made to him or her by aggrieved individuals, and this function is of major importance in relation to the Privacy Act.
 It constitutes one of the chief activities, if the not the chief activity, of the role.
 

Secondly, the Privacy Commissioner can undertake investigations into interferences with the privacy of individuals on his or her own initiative,
 though this is much less common. This was done in relation to the high profile disclosures made by Neil Pugmire, a psychiatric nurse who disclosed health information about a dangerous patient released into the community.
 

Thirdly, the Privacy Commissioner can inquire into privacy matters and comment on them on his own initiative, or upon a representation from the public.
 This constitutes a wider and more directly public good-oriented form of remedy. Again, there are not many examples of such inquiries. In 1999, there was an inquiry into unauthorised information matching between the Department for Courts and the Motor Vehicle register the previous year. This exercise generated a mail-out to some 4,000 people who were wrongly warned that they had 48 hours to pay fines or face penalties.
 In 2003, the Privacy Commissioner conducted inquiries into two incidents where patient information was discovered at disused hospital premises.
 The Privacy Commissioner has noted that formal inquiries or own motion investigations “may lead to wider systemic investigations”, but he observed that 

“Such inquiries take considerable time and resources and are not lightly undertaken. If they appear to be leading nowhere the inquiry is stopped. Where however they produce some information of general use, the results can be made public and lessons can be learned.” 

He noted that this approach ought to have an effect on the number of subsequent individual complaints.

With one exception, all of the rights provided for in the Privacy Act must be enforced through the processes provided for in the legislation itself. The exception relates to the right of access by individuals to personal information held by public sector agencies. This particular right can be directly enforced, at the individual's option, in a court of law instead of through the specialist complaints process provided for under the Privacy Act.
 Direct recourse to the courts was carried over to the Privacy Act from New Zealand’s freedom of information legislation
 on the grounds that this preserved exiting legal rights, the principle being "that a right once conferred by statute should not lightly be taken away."
 This right was not extended to personal information held by private sector agencies, however, as it was thought to be more cost effective to leave enforcement in the hands of a public official specialising in information privacy.

Although individuals have a legal right of direct access to the courts (and the courts’ remedies) where their personal information is held by public sector agencies, in practice they have always taken the alternative route of pursuing their rights through the specialised processes provided under the Privacy Act. This is despite the current waiting period, of up to one year, before the Privacy Commissioner can undertake an investigation. The principal reason for not using the courts of ordinary jurisdiction seems to be that the review processes of the Privacy Commissioner are undertaken without charge, and there are no filing or hearing fees in the Human Rights Review Tribunal. 

The Privacy Act has been in operation for just over10 years, and, after an initial phasing-in period, has made provision for a full panoply of legally enforceable remedies for over 6 years.
 

An actionable complaint under the Privacy Act crystallises with the breach of an information privacy principle, a code of practice, or the provisions relating to information matching, together with some loss or detriment to the individual.
 In cases involving complaints about denied, delayed, or qualified access to personal information, however, no loss or detriment is necessary.
 The procedure in Part VIII of the Act must be followed. Complaints are first lodged with the Privacy Commissioner, and if the matter is not then voluntarily resolved, the matter may proceed to the Human Rights Review Tribunal.
 

The resolution process is as follows:

· Privacy Commissioner attempts to settle complaint where possible.
 

· Privacy Commissioner investigates and reports to parties, and tries to settle the complaint where complaint has substance.
 

· If settlement is not reached, the Privacy Commissioner may refer the matter to the Director of Human Rights Proceedings.

· Director of Human Rights Proceedings decides whether or not to institute proceedings on behalf of the complainant before the Human Rights Review Tribunal. 

· Alternatively, the complainant may bring proceedings personally before the Human Rights Review Tribunal if the Privacy Commissioner or the Director of Human Rights Proceedings has found the complaint to be without substance or should not be proceeded with, or the Director of Human Rights Proceedings declines to take proceedings.
 

· Where the complaint concerns an unreasonable charge for access to personal information (private sector only),
 the Privacy Commissioner makes final and binding determinations.
 

· Tribunal determines matter and may award any of the following remedies:

· A declaration;

· An order restraining the continuance or repetition of the interference;

· General and special damages;

· An order that the defendant remedy the interference or redress any loss or damage;

· Any other relief as the Tribunal thinks fit. 

· Appeal right from Tribunal to High Court,
 with an appeal right on issues of law to the Court of Appeal.

The number of complaints lodged under the Privacy Act each year since its enactment has been as follows:

513 in the year ended 30 June 1994

877 in 1995

993 in 1996

1,200 in 1997

1,088 in 1998

1,003 in 1999

798 in 2000

881 in 2001 

1,044 in 2002

A queue has had to be established by the Office of the Privacy Commissioner because of the number of complaints in relation to available resources. It can now take up to a year before an investigation is allocated. The queue itself may be functioning as an effective, if awkward, sifting mechanism, though cases substantiated as urgent may be brought forward in the queue.

It is important to appreciate the relationship between the Privacy Act and New Zealand’s two other freedom of information statutes, the Official Information Act 1982 (“the OI Act”) and the Local Government Official Information and Meetings Act 1987 (“the LGOIM Act”). When the Privacy Act was enacted in 1993, it was given jurisdiction over data subject access and correction rights in respect of personal information held by the public sector. The Office of the Ombudsman, which has jurisdiction over freedom of information complaints, continues to deal with complaints relating to requests for reasons concerning decisions about individuals,
 and requests for information held by public sector agencies about individuals who are not themselves the requester (ie, requests for information about third parties). Where an issue arises in relation to the withholding of information by a public sector agency about a third party on the grounds of privacy, the Ombudsman must consult with the Privacy Commissioner before forming an opinion.
 The Privacy Commissioner and Ombudsmen are also required to consult with one another when either receives a complaint that relates to an area under the other’s jurisdiction.

Thus, although New Zealand has a well-developed stand-alone privacy regime, its information access regime (the most commonly invoked right) consists of two separate regimes operating side-by-side. One, under the Privacy Act 1993, covers personal information relating to the data subject. The other, a freedom of information regime, covers access to personal information by a person who is not the person to whom the information relates. In respect to wrongful denial of access to information under the Privacy Act, all of the remedies that are provided for under the legislation (mentioned above) are available, but wrongful withholding of information under the freedom of information legislation is remedied merely by a recommendation, which can convert into a public duty, that the information at issue be disclosed. 

The processes and remedy under the freedom of information legislation are markedly different to those in the Privacy Act. They are as follows:

· Ombudsman investigates and reviews decision to withhold information.
 

· Ombudsman reports and may make recommendation.
 

· Where the Ombudsman makes a recommendation, the agency has a public duty to comply with it 21 working days later unless it is overridden by the executive branch of government (Governor-General by Order in Council).
 

· Requester has right to judicial review in the High Court of such Orders in Council.
 

· Requester has right to judicial review of the original decision after Ombudsman has investigated it (ie, if the Ombudsman has made no recommendation).

· Appeal right in either case to the Court of Appeal.
 

Requests for personal information by persons to whom the information relates (where "persons" are limited to bodies corporate) are treated differently. Requests for "personal information",
 and for the reasons for decisions about persons (natural as well as corporate persons),
 are subject to legal rights enforceable in a Court of law. 

Thus, in the case of access to personal information (by bodies corporate only), there are directly enforceable legal rights of access and correction. Alternatively, and this is the usual course, recourse can be had to the Ombudsman's review process as follows: 

· Ombudsman investigates, reports, and may make recommendation.
 

· If recommendation not complied with, in OIA cases the Ombudsman may report to Prime Minister and House of Representatives;
 in LGOIMA cases, the Ombudsman informs the complainant of non-compliance with recommendation,
  and may require a summary of the report to be publicly notified and made available.
 

· Where there is non-compliance with the Ombudsman's recommendation, the complainant must enforce his or her rights in a Court of law.

This jurisdiction has functioned since 1982 in relation to central government agencies, and since 1987 in relation to local government authorities.
 Damages have never been awarded in this jurisdiction (though in theory they may be available under tort law in appropriate cases), in contrast to their availability now in respect of denied access requests under the Privacy Act.

B. Settlements

Section 74 of the Privacy Act provides that the Privacy Commissioner may endeavour to secure a settlement of the complaint without investigating it, or investigating it further, and s 77 provides that the Privacy Commissioner “shall use his or her best endeavours to secure a settlement” after an investigation. 

The remedies agreed to by parties to a settlement may include forms of relief that are not expressly provided for under the legislation. Thus, settlements may be achieved merely through the giving of an explanation for a decision or by offering an apology, and often enough these remedies are sufficient. In many cases, settlements involve a payment of money to the aggrieved individual. 

One of the attractions of settling a matter is that the parties themselves can tailor the relief to the specific circumstances. Moreover, the terms of the settlement are normally confidential to the parties, which is an added advantage of settling matters without having to air the issue in a public forum. Another advantage is that matters are likely to be resolved more quickly, given the length of the wait until the Privacy Commissioner can undertake an investigation. In practice, the existence of such an institutional delay tends to favour the person against whom a complaint is lodged.

There is undoubtedly a relationship between remedies agreed to in a settlement and those normally awarded by the Tribunal and Court, as the latter provide a general guide as to the sort of relief a complainant is likely to obtain if a matter is successfully taken further. Generally speaking, and factoring in the benefit that settlements are confidential to the parties, settlement payments should be somewhat less than those that could be obtained after a hearing, since the parties are not put to the additional trouble and expense of pursuing their case.

Below are examples of some reported settlements:
 

•
An agency disclosed details of the individual’s hire purchase arrangements, and the fact that payments were in arrears, to the individual’s father. The agency paid $3,000 to the complainant and apologised.

•
A mental health team visited the complainant’s property as a result of a neighbour’s telephone call to them. A $20,000 settlement was made for breaches of rules 1, 2, 4, and 8 of the Health Information Privacy Code.

· A settlement for a “five figure sum” was made by a hospital. The complaint concerned the disclosure by a nurse of information about a patient’s abortion to a relative of the patient. The patient, who was also related to the nurse, had specifically requested the hospital to keep this information confidential.

•
An agency failed to respond to an individual’s request for access to complaints made about him. Settlement was achieved by a $9,000 payment to charities nominated by the individual.

•
A telecommunications agency disclosed to the complainant’s flatmate details of a $1,200 debt owed by the complainant. As a result, the flatmates fell out and their flatting arrangement was dissolved. The agency forgave the debt in settlement of the complaint.

•
Two women went to be photographed by a photography agency. A video recorder was hidden in the changing area. The women took a videotape lying nearby as evidence of surreptitious recording. It contained recordings of the women from a previous occasion. The Privacy Commissioner considered that there had been a breach of Principle 4 relating to the manner of collection of personal information. The photographer agreed to pay the complainant $8,500, but since he could not pay the amount in full, an arrangement for periodic payments was made.

•
A couple’s financial planning details were circulated by a life assurance company to employees and other contacts as a sample. Although the couple’s names had been removed, they remained identifiable from the personal information in the plan. The company paid them $23,000 by way of settlement. 

•
A health agency released only some of the complainant’s personal information in response to her request for access. The agency paid the complainant $1,200 for a family holiday.

•
A warning letter to an employee from an agency’s personnel department was left in the staff lunchroom. The agency provided the employee with a written apology, an assurance that it would not happen again, and a payment of $400.

•
An agency delayed the release of personal information which was relied upon to revoke the complainant’s visitor’s permit to New Zealand. The agency settled the matter for $3,500.

•
There was a dispute between a former employee of an insurance company and the company concerning money owed to the company for commissions paid on cancelled policies. While that matter was being discussed between the parties, the company lodged the debt with a credit agency. The company subsequently failed to inform the credit agency that the debt had been settled. The company paid the former employee $5,000.

•
An office whiteboard displayed the name of an employee who was going to be made redundant. It was viewed by other staff members. The company paid a $500 settlement to the employee concerned.

· In processing a job application, a government department disclosed information to the applicant’s former employer, who had not been nominated as a referee. The department apologised and paid the applicant $1,000.

· The elders of a church had read out a statement concerning the pastor’s marriage difficulties at a public meeting of the church. By way of settlement, the pastor and the church agreed on a further statement to be read out at a subsequent public meeting, and copies of this statement were sent to former church members who would have been at the earlier meeting. The church also agreed to pay the pastor’s legal expenses.

· A power company provided a woman’s new address to her former partner, against whom who had obtained a protection order. The woman feared for her safety because her address was disclosed. The company apologised and paid the $2,000 to the complainant.

· A receptionist employed on a casual basis by a counselling agency accessed the file of one of the agency’s clients and offered him her opinion about his former wife’s new relationship. The Privacy Commissioner formed the view that this was a breach of principle 5 (“Storage and security of personal information”). The agency apologised to the client and offered him $3,000.

· A dictaphone typist working at home for a health provider incorrectly entered a return email address to a third party instead of the health provider. As a result, sensitive health information about a number of patients was disclosed. The complainant accepted a settlement of $500.

· A young woman who applied for a youth benefit was asked to nominate a referee who could verify her circumstances. She specifically asked that her parents not be contacted. An employee disclosed details of her application to her parents. The agency offered the woman $100 in settlement of the complaint and undertook to change its policy to make employees more aware of privacy issues when interviewing young people.

· A police officer, who was also a landlord, became involved in a tenancy dispute with a former tenant. The police officer accessed the Police computer to obtain the former tenant’s address. The complaint was settled by an apology to the former tenant.

· A man who was HIV-positive complained that while attending a hospital’s outpatient laboratory for a blood test, the fact that he was having an HIV test was disclosed to others in the waiting room. The matter was settled with an apology, an assurance that staff would be educated on the need to be sensitive with HIV patients, and a payment of $2000.

· A man had been involved in a car accident. A summons, and details of the accident, were disclosed to the man’s mother, even though he did not live at her address. The man’s 8 year old son and, and a niece, were within earshot. The Privacy Commissioner formed the view that the police breached principle 11 (“Limits on disclosure of personal information”). The matter was settled when the police paid the man $1,000.

C. Remedies 

Section 85 of the Privacy Act sets out the remedies that the Human Rights Review Tribunal may grant if it finds, on the balance of probabilities, that an action is an interference with the privacy of an individual. The Tribunal is able to grant the following forms of relief: 

(a)
A declaration that the action of the defendant is an interference with the privacy of an individual:

(b)
An order restraining the defendant from continuing or repeating the interference, or from engaging in, or causing or permitting others to engage in, conduct of the same kind as that constituting the interference, or conduct of any similar kind specified in the order:

(c)
Damages in accordance with section 88 of this Act:

(d)
An order that the defendant perform any acts specified in the order with a view to remedying the interference, or redressing any loss or damage suffered by the aggrieved individual as a result of the interference, or both:

(e)
Such other relief as the Tribunal thinks fit.

The Tribunal may also award costs against either party.

The Privacy Act lacks any provision for injunctive relief except in relation to instances where an interference with an individual’s privacy involves a continuing or repeated action.

Section 66(b), which refers to actions that “may cause ...  loss, detriment, damage or injury” (b)(i), or “may adversely affect ...  rights, benefits, privileges, obligations, or interests” (b)(ii), or “may result in ... significant humiliation, significant loss of dignity, or significant injury to the feelings” (b)(iii), suggests that the Tribunal has the jurisdiction to deal with anticipated or continuing actions. The Tribunal, however, would seem to lack such a jurisdiction because the language of s 66(a) indicates that the specific action in question must have already breached provisions in the Privacy Act, and so, presumably, must have already occurred. Thus, s 66(a)(i) provides that  “The action breaches an information privacy principle; s 66(a)(ii) provides that “The action breaches a code of practice...”; and s 66(a)(iii) provides that “The provisions of Part X of this Act (which relates to information matching) have not been complied with”. The language of s 85, the remedies provision, is consistent with such an interpretation, since none of the remedies that would be appropriate in an injunctive setting are provided for under the Act. Thus, s 85(1)(a) refers “A declaration that the action of the defendant is an interference with the privacy of an individual”, and s 85(1)(b) refers to “An order restraining the defendant from continuing or repeating the interference, or from engaging in, or causing or permitting others to engage in, conduct of the same kind as that constituting the interference, or conduct of any similar kind specified in the order”. The legislative language thus indicates that the remedies are aimed at situations where breaches that have already occurred; they do not cover situations where a breach is reasonably apprehended. 

What, then, is the significance of the references to anticipated harm or loss in s 66(1)(b) if there is no relief available in the nature of an injunction to prevent such harm or loss? It is submitted that s 66(1)(b) should be taken at face value as addressing anticipated harm or loss rather than anticipated breaches of the Privacy Act. That is, s 66, as the “gateway” provision governing what is and what is not an “interference with the privacy of an individual”, requires that there be a breach of a Privacy Act principle or code of practice or information matching right and actual or anticipated harm or loss. Thus, the reference to anticipated harm or loss makes it easier to pursue a complaint, as the actual harm need not yet have occurred at the time of a complaint.

Section 85(4) provides that it is no defence that the interference with an individual’s privacy was unintentional or without negligence. However, the Tribunal is required to take the defendant’s conduct into account when considering the relief to be granted. Section 126(4) is also relevant to the subject of remedies, as it provides that in relation to the liability of employers, it is a defence that reasonably practicable steps were taken in order to prevent an employee doing the act that is the subject of the complaint. 

Cases in which the various remedies (except declarations) have been awarded or discussed since the enactment of the Privacy Act are examined below. As is apparent, the great majority of awards are compensation for humiliation, loss of dignity, and injury to feelings. 

It is interesting to note that most of the agencies involved in the cases that proceed on to the Tribunal are public sector agencies.
 The possible reasons for this can only be the subject of speculation. These might include the following: they are less willing to settle because they have the resources to fight a matter to the end, however, hopeless; the predominance of public sector agencies in the Tribunal is simply the result of there being a great deal complaints overall against such agencies; or a policy to fight matters to the end and not settle in order to avoid a floodgates of complaints.

1. Restraining orders (85(1)(b))

In Proceedings Commissioner v Harder (Complaints Review Tribunal, Decision No 14/99, 28 May 1999), the plaintiff claimed that the defendant, a barrister, breached Principles 3 and 4 by recording telephone conversations between himself and the plaintiff. The plaintiff was the former partner of the barrister’s client, whom he was defending for breach of a non-violence order. The woman had contacted the barrister before the hearing with an offer to resolve the matter. The barrister agreed to seek instructions on the offer, and an arrangement was made for the complainant to telephone the barrister some days later. When the woman telephoned a second time, as arranged, she was told that her offer was unacceptable. The barrister then asked her a series of questions. Both telephone conversations were tape recorded, but the woman was unaware of this. Among the remedies granted by the Tribunal was an order restraining the defendant from collecting personal information where the provider of the information does not know the fact or purpose of the collection or the intended recipients of the information so collected.

An eventual appeal to the Court of Appeal in this case was successful on the grounds that the Privacy Act had not been breached: Harder v Proceedings Commissioner [2000] 3 NZLR 80. Two of the five judges commented specifically on the scope of the Tribunal’s prohibitory order. Gault J found the scope of the order “extraordinary given [Mr Harder’s] occupation” (para 50), and Henry J commented that “As framed it may well be unenforceable” (para 58).

The restraining order made by the Tribunal in this case was inappropriate for two reasons. Firstly, it seemed to be very broad, and simply reproduced obligations set out in Principle 3 of the Privacy Act. It differed in that the order applied even where there was no significant resultant harm in terms of s 66(1)(b), which is a necessary element for incurring liability under the Act. Section 85(1)(b), in contrast, is aimed narrowly at “the interference”, “conduct of the same kind as that constituting the interference”, and “conduct of any similar kind”. Secondly, the order ran contrary to what was held by the High Court in NZ Van Lines Ltd v Proceedings Commissioner [1995] 1 NZLR 100; [1994] 2 ERNZ 140, and the Complaints Review Tribunal itself in W v P (Decision No 2/99, 16 February 1999). The latter case held that remedies must address the damage or position of the individual concerned. Thus, orders requiring an agency to institute an anti-discrimination programme (as in the NZ Van Lines Ltd case) or to attend a Privacy Act training programme (as in W v P) were held not to be remedies that addressed the individual complainant’s situation. In the present case, therefore, the order was overly wide, because it prohibited the defendant from behaving similarly in relation to individuals other than the complainant.

2. Damages in accordance with s 88 of the Act (85(1)(d))

Section 88 empowers the Human Rights Review Tribunal to award damages against a defendant for an interference with the privacy of an individual. Such damages may be awarded in respect of pecuniary loss, loss of any benefit, humiliation, and loss of dignity or injury to feelings. By virtue of s 89 of the Act, the amount of damages is limited to $200,000. This is the same maximum that applies in the District Court (the lowest court of general jurisdiction), and to breaches of the Human Rights Act 1993, which deals mainly with complaints about discrimination. Higher awards may be sought, but in such cases the Tribunal must refer the matter to the High Court.
 Alternatively, the maximum may be increased if the parties themselves agree to it,
 which is not a very likely scenario.

Damages in the Privacy Act jurisdiction are compensatory only. This issue was discussed in Jans and Jans v Winter (Decision No 21/03, 27 June 2003), it was left open. The Human Rights Review Tribunal, however, cast some doubt as to whether it had the jurisdiction to award exemplary damages, and compared the provisions in the Privacy Act to s 57(1)(d) of the Health and Disability Commissioner Act 1994, which expressly provides the Tribunal with the power to award damages in respect of “Any action by the defendant that was in flagrant disregard of the rights of the aggrieved person.” The Tribunal remarked that “the absence of such a provision in the Privacy Act seems to indicate that no similar jurisdiction was intended to exist in privacy cases.”
 

Accordingly, no provision is made for the awarding of exemplary damages to punish breaches of the Privacy Act. Such damages might be available, however, in a common law tort action for the breach of a statutory duty. The Tribunal, however, would not have the jurisdiction in respect of such actions, only the courts of general jurisdiction. Section 127 of the Privacy Act makes provision for fines for offences against the Act, but this relates to obstruction or interference with the Privacy Commissioner’s performance of his functions. Again, the Tribunal has no jurisdiction to summarily convict persons for these offences.

 (a) Damages for pecuniary loss (s 88(1)(a))

In DAS v Department of Child, Youth and Family Services (Decision No 24/00, 13 September 2000), the Complaints Review Tribunal ordered the defendant to compensate the plaintiff $1,000 for his legal costs. The plaintiff, a teacher of special needs students, alleged six separate interferences with his privacy stemming from his unsuccessful attempts at obtaining further information relating to an allegation of sexual abuse. 

(b) Damages for loss of a benefit (s 88(1)(b))
In Proceedings Commissioner v Health Waikato (Decision No 3/2000, 14 March 2000), the Complaints Review Tribunal declined to award damages for loss of benefit where several documents had been withheld from the complainant in the course of protracted employment litigation. On appeal, however, the High Court found that the Tribunal had failed to properly address the issue whether the complainant had suffered the loss of a benefit of a non-monetary kind: Proceedings Commissioner v Health Waikato Limited (2000) 6 HRNZ 274. The Court found that if the information in question had been available, it would have been useful to the complainant’s case. At the very least, the complainant would have been able to feel that he had presented his best possible case, or else he might have achieved a better result. Furthermore, the Court found that this flaw was compounded when the Tribunal overlooked the importance of the particular information withheld in relation to the issues that were to be determined in the complainant’s employment litigation. In the result, the Court awarded $8,000 damages against the respondent, $6,000 of which was for loss of non-monetary benefits. This latter amount was comprised of the following heads of loss:
•
$1,000 for legal costs reasonably incurred to compensate the complainant for procedural steps he had to go in order to introduce the documents as fresh evidence in the employment litigation, and for the time and responsibility involved in the weeks before that hearing to decide whether to proceed with these. The Court stated that this additional cost should have been compensated either as “expenses reasonably incurred” in terms of s 88(1)(a), or as a loss of a monetary benefit in terms of s 88(1)(b).

•
$5,000 for loss of the benefit of being able to use the information in the employment litigation, so that the complainant could have been satisfied that he had made the best presentation of his case that was possible.

The Health Waikato case was applied in Jans and Jans v Winter (Decision No 21/03, HRRT 39/01, 27 June 2003), where the Human Rights Review Tribunal ordered the defendant real estate agent to pay the plaintiffs $15,000 for “for the loss of the benefit of the certainty that the plaintiffs would have had” if they had been given access to the information which they had requested” (para 162). The plaintiffs owned a property that was sold at a mortgagee sale in 1997 on the instructions of the ANZ bank. The defendant was the managing director of the real estate agency instructed to sell the house. The plaintiffs had had a number of concerns about the way the sale was conducted. In particular, they believed that the property was sold at a significant undervalue. The plaintiffs were contemplating taking legal proceedings to recover their losses, and accordingly requested their file from the defendant. The defendant first refused the request on the basis that he could not provide the file without the bank’s authorisation. After the plaintiffs replied that they were entitled to the information under the Privacy Act, the defendant responded, without taking any legal advice, that the plaintiffs were not entitled to the information on the ground that the Privacy Act applied only to official information and not private files. By the time the proceedings were filed, the defendant lost the file when he moved offices. The Tribunal noted that this left the plaintiffs in an even worse position than the one in the Health Waikato case, as they would never know what information there was, and whether it might help them or not. Accordingly, the Tribunal awarded a higher level of damages.

(c) Damages for humiliation, loss of dignity, and injury to feelings (s 88(1)(c))

Two classes of award under s 88(1)(c)

Section 88(1)(c) makes provision for awards for “humiliation, loss of dignity, and injury to the feelings of the aggrieved individual.” There are two classes of such awards: those made where the interference with privacy falls under s 66(1), and those that fall under s 66(2). Interferences with privacy that fall under s 66(2) are limited to those that arise from a decision made under Part IV (“Good reasons for refusing access to personal information”) or Part V (“Procedural provisions relating to access to and correction of personal information”) of the Privacy Act. The difference between awards made in respect of s 66(1) and 66(2) is that the former provision requires that the action concerned “[h]as resulted in ... significant humiliation, significant loss of dignity, or significant injury to feelings” (s66(1)(b)(iii)). Awards made in respect of s 66(1) therefore will tend to reflect that high degree of emotional harm. The requirement of such a high degree of harm is one way that the Privacy Act filters complaints, so that not every minor breach of the privacy standards becomes actionable. Section 66(2) interferences, on the other hand, which are limited to access and correction rights, do not require this element of “significant” emotional harm. Accordingly, awards can be for emotional harm that is short of “significant”, so that even nominal damages can be awarded in respect of this head of loss.
 

Breach of Principle 5 (storage and security)

In W v Director-General of Social Welfare (Decision No 12/98, 21 August 1998), the Complaints Review Tribunal dealt with a complaint that the defendant disclosed the plaintiff’s personal information in breach of Principle 5 (“Storage and security of personal information”) to a third party, causing embarrassment and humiliation to the plaintiff. (Principle 11, “Limits on disclosure of personal information”, was not yet enforceable at the time). The Tribunal found that the defendant’s training programme did not meet sufficient standards in respect to its Privacy Act obligations, and found that the plaintiff had suffered humiliation, loss of dignity and injury to her feelings. She had also incurred costs as a result of the defendant’s breach. The Tribunal ordered that the defendant write a letter of apology to the plaintiff, and pay $1,000 to the plaintiff pursuant to s 85(2) (in respect of costs) and s 88(1)(c) of the Act.

Breaches of Principle 6 access rights
Under the New Zealand’s freedom of information legislation, the remedy for a breach of access rights is simply a recommendation that the information concerned be disclosed in one form or another. The Ombudsmen's recommendations, even when they do not automatically convert into public duties, are normally adopted because of the great esteem in which the office of Ombudsman is held. No compensation or other remedies are available under the Ombudsman's review process. Under the Privacy Act regime, however, compensatory damages and other forms of relief are available as a remedy.

The majority of Tribunal cases where breaches of access rights have been found under the Privacy Act concern public sector agencies that would have been covered under the official information regime prior to 1993. Therefore, requesters under the Privacy Act regime now have available to them a remedy in damages which was unavailable under the official information regime.  It might be thought that cases involving breaches of access rights would be unlikely to give rise to compensatable loss, but this has not proved to be the case. Indeed, several cases have attracted substantial awards, including the highest ever awarded in the privacy jurisdiction. 

Nominal damages were awarded in two cases brought against the police. The amounts awarded were $500 and $200. In Mitchell v Police Commissioner [1995] NZAR 274; [1995] 1 HRNZ 403, the police professed to have been unable to find the originals of several documents. The complainant was urgently seeking these for use in a private prosecution against a constable for failing to answer a summons served on him in the original hearing of several criminal charges against her. On the day of the hearing of her private prosecution, however, some of the documents sought were produced in evidence by the constable. Nominal damages were awarded on the basis that the evidence had no impact on the outcome of the hearing, and the original of the document she particularly sought was identical to a copy she had already seen. In Proceedings Commissioner v Commissioner of Police (Decision No 18/2000, 10 July 2000), the police refused to disclose the identities and addresses of the complainant's assailants on the ground that the request was frivolous or vexatious. The complainant was otherwise known to the police for having lodged a number of complaints and requests for information over the years, often in relation to matters in which he was not personally involved. The Tribunal found that the complainant suffered humiliation, loss of dignity and injury to feelings.

The highest award ever awarded by the Tribunal in an access case was $20,000 for humiliation, loss of dignity, and injury to feelings: L v N (1997) 3 HRNZ 721. The complainant had supervised disabled children for the defendant organisation. He was suspended because a complaint had been made against him concerning an indecent assault on a child in his care. The complainant, however, had never been informed of the reason for his suspension nor was he aware that the complaint had been taken to the police. He made a number of requests for his personal information, but was never given full information behind an internal inquiry into the matter, his suspension, or the complaint to the police. The Tribunal found that "the defendant embarked on a course of conduct which exacerbated the effect of the failure to confirm the existence of the information sought by the plaintiff." Among aspects of the defendant's conduct that were criticised by the Tribunal were the deliberate concealment of highly sensitive personal information from the plaintiff, even though it was obvious to the plaintiff at the time that this information was being made available to others; the defendant's concealment of the fact that it had destroyed the plaintiff's file and reconstructed another after the request for information had been made; the fact that the defendant had similarly misled the Privacy Commissioner during his investigation; and the obstacles which the defendant forced the plaintiff to overcome in his quest for information, which caused an increasing number of people to learn of the damaging but unanswered allegation against him. 

In Proceedings Commissioner v Health Waikato Limited (2000) 6 HRNZ 274, the High Court, on an appeal from the Tribunal, awarded $2,000 to a complainant because several documents had been withheld from him in the course of protracted employment litigation, apparently as the result of an oversight. The Court found that the information would have been useful to the complainant's case. The Court  accepted that the complainant "would have felt 'ambushed' and stressed" in the original hearing of his employment case when he became aware of the information that had been withheld from him, and he would have suffered further stress and disadvantage in having to decide whether or not to apply to have the newly acquired evidence introduced on appeal, where the respondent was contesting its introduction. The Court therefore awarded damages for injury to the complainant's feelings both at the time that he discovered that the information existed, and on an on-going basis. 

In S v Department of Child Youth and Family Services (Decision No 12/2000, 30 June 2000), the Tribunal awarded damages of $2,500 because the Department had failed to make information available to the plaintiff in a timely fashion. The plaintiff had requested the information in connection with legal action he was undertaking against the Department for abuse while he was in its care as a child. The Tribunal accepted that the Department's treatment of a second request for information by the complainant caused him some humiliation. The defendant's staff had wrongly assumed that the plaintiff had already received the information concerned. The defendant's staff did not realise how important obtaining the information was for the complainant, and their conduct led him to believe that there was a conspiracy to withhold the information. The Tribunal, however, accepted the Department's explanation that there had been a series of errors and administrative changes that contributed to the problem. In DAS v Department of Child, Youth and Family Services (Decision No 24/00, 13 September 2000), a case brought against the same Department, and which also concerned a failure to grant timely access to personal information, the Tribunal awarded damages of $7,000 for humiliation, loss of dignity and injury to feelings. The complainant, a secondary school teacher who taught students with special needs, had been accused by a pupil of sexual abuse. The Tribunal found that there was undue delay by the Department in disclosing the information relating to the allegation.

In Plumtree v Attorney-General on behalf of the New Zealand Defence Force (Decision No 10/02, HRRT 29/01, 2 October 2002), the Human Rights Review Tribunal ordered the defendant to pay the plaintiff $3,000 for humiliation, stress and injury to feelings. In 1998, the plaintiff requested documents which the army claimed had already been disclosed to the plaintiff in response to previous requests for information. The Tribunal accepted that the army had breached Principle 6 in a number of respects. In particular, the Tribunal found that the army failed to make a decision on the plaintiff’s information privacy request in compliance with the Privacy Act because the previous provision of copies of documents is not a good reason for refusing a request under Part IV of the Act (para 107(a)); and the army failed to disclose information that was readily retrievable in terms of Principle 6 (para 112). The Tribunal found that the plaintiff had suffered as a result of the way the defendant dealt with his requests for information. The Tribunal acknowledged that “it is difficult to disentangle the adverse consequences suffered as a result of the matters found to have been an interference with his privacy from Mr Plumtree’s deep-seated unhappiness about the way in which he sees the army as having treated him generally” (para 157), and accordingly made the “modest award” that it did in this case.

In Jans and Jans v Winter (Decision No 21/03, HRRT 39/01, 27 June 2003), the Human Rights Review Tribunal ordered the defendant real estate agent to pay the plaintiffs $5,000 for humiliation, loss of dignity, and injury to feelings (plus another $15,000 for loss of a non-monetary benefit: see above). The defendant failed to comply with its obligations under principle 6 and “dealt with the matter in a dismissive and high handed matter [sic]” (para 159).

Breaches of Principle 11 (disclosure)

In W v P (Decision No 2/99, 16 February 1999), the Complaints Review Tribunal dealt with a complaint that a doctor had disclosed personal information about the plaintiff to her mother, also his patient. As a result of the disclosure, the plaintiff’s mother, and two of her siblings, refused to have any contact with her. Moreover, the plaintiff gained weight, and her work and grades suffered because of her depression over the rift in her family. She required counselling.

The Tribunal was satisfied that the plaintiff had suffered the loss of her relationship with her mother through the defendant’s disclosure of details from her medical file, which caused significant injury to her feelings or emotional state. In the result, the Tribunal ordered the defendant to pay $3,000. The Tribunal commented that:

‘… the person who must take major responsibility for this damage is probably the complainant’s mother, but that as the person who participated in the triggering event the defendant must take some responsibility – if only for failing to think through the consequences of that which he was asked to do.” (p 4)

In Proceedings Commissioner v Commissioner of Police [2000] NZAR 277, the Complaints Review Tribunal found that the complainant suffered significant humiliation and loss of dignity. A police officer had applied, without the complainant’s knowledge, for a temporary protection order on her behalf under the Domestic Violence Act 1995 because she was in a violent relationship. At the same time, however, the officer alerted the media, and he allowed himself to be followed to the complainant’s residence when serving the order, allowing some television viewers to identify the complainant. The Tribunal found that the plaintiff suffered significant anguish not only at the time of the television broadcast, but also afterwards, each time an acquaintance asked her if the police had sought the protection order for her. The Tribunal also adverted to the already disempowered state in which she was in as the victim of domestic violence. In the result, the Tribunal ordered the defendant to pay the plaintiff $10,000 damages pursuant to s 88(1)(c) of the Act.

In B v Commissioner of Inland Revenue (Decision No 8/2000, 12 May 2000), the Complaints Review Tribunal found that the complainant suffered significant distress after a Child Support review officer disclosed her personal income to her partner’s former wife. As a result, the former wife made abusive phone calls to her over a number of months. The Tribunal found that:

“[The phonecalls] were made at a time when [the plaintiff] was heavily pregnant and feeling vulnerable. The net effect has been a disruption in the relationship between the mother and the plaintiff that has yet to be repaired. The plaintiff appears to have been made to feel responsible for matters outside her control (i.e. the financial obligations of her partner) and over which she had no desire to be involved.” (p 8)

The Tribunal found that the harm was significant, and ordered the defendant to pay $5,000 damages for the humiliation, loss of dignity and injury to feelings suffered by the complainant. An unsuccessful High Court appeal by the defendant left this finding undisturbed: Commissioner of Inland Revenue v B [2001] 2 NZLR 566; (2001) 6 HRNZ 262.

In Parker v Ministry of Agriculture and Forestry (Decision No 9/02, 23 September 2002), the Tribunal awarded $4,000 damages for injury to feelings where an officer of the defendant effectively disclosed the identity of the plaintiff informant to the person in respect of whom an animal welfare claim was laid. The defendant did not deny liability for the breach of principle 11, but was disputing the amount of compensation that the plaintiff was claiming. The Tribunal acknowledged that the defendant “acted as responsibly as one might expect it to have done in all the circumstances” (para 22). 

In Steele v Department of Work and Income (Decision No 12/02, 21 October 2002), the Tribunal awarded $10,000 for humiliation to a person whose application for a social welfare benefit was discussed at a neighbour’s party. The person who disclosed the information was an employee of the Department of Work and Income.

The highest amount of compensation ever awarded for humiliation, loss of dignity, and injury to feelings ever awarded was made in Hamilton v The Deanery (Decision No 28/03, 29 August 2003), for the disclosure of sensitive health information. In that case, $40,000 damages against an alcohol treatment clinic were made for “extreme” breaches of the Privacy Act. The director of the clinic had told immigration authorities that the plaintiff was an active drug user; he told a newspaper of the plaintiff’s length of stay at the clinic, and that she had failed the programme; he had told an English tabloid that the plaintiff had been expelled from the clinic for illegal drug use; and he told lawyers for the tabloid that he had a urine test from the plaintiff that confirmed his drug allegations.

3. Order to remedy or redress harm (s 85(1)(d))

Section 85(1)(d) makes provision for orders that the defendant remedy the interference or redress any loss or damage suffered by the aggrieved individual. There are no Privacy Act cases which invoke this remedy, but the scope of the analogous provision in the Human Rights Commission Act 1977
 was elucidated in the High Court case of NZ Van Lines Ltd v Proceedings Commissioner [1995] 1 NZLR 100; [1994] 2 ERNZ 140.

In that case, the Equal Opportunities Tribunal, the predecessor body to the Human Rights Review Tribunal, found that the appellant company breached s 15(1)(c) of the Human Rights Commission Act in that it had caused the complainant, an employee of one of company’s branch offices, to suffer detriment by reason of her sex in the course of her employment. Among the remedies granted by the Tribunal was an order requiring the appellant to implement an anti-sexual harassment policy at the branch office in conjunction with the Human Rights Commission and meet the Commission’s normal consultancy charges. The company appealed against this order on the basis that the Tribunal lacked the jurisdiction to make it because the order did not redress “any loss or damage suffered by the aggrieved person as a result of the breach”.

The High Court allowed the appeal on this point. The complainant had left her employment over four years before the matter was decided in the Tribunal. Accordingly, the order could not be seen as redressing any loss or damage suffered by her. 

In Plumtree v Attorney-General on behalf of the New Zealand Defence Force (Decision No 10/02, HRRT 29/01, 2 October 2002), the Human Rights Review Tribunal ordered the defendant to correct the plaintiff’s personal information held by it. It is questionable, however, whether the Tribunal had the jurisdiction to make such an order. The order was made even though the Tribunal found that all of the information at issue in this case did not have any particular use except as an historical record of the plaintiff’s army service. The accuracy or otherwise of the information did not affect any entitlement or benefit of the plaintiff. The Tribunal found that the plaintiff’s army Certificate of Vaccination was wrong in referring to the administration of vaccinations in 1963 rather than in 1964. Moreover, the list of vaccinations in the plaintiff’s Unit Personal Record Card was incomplete; the full list was contained in his Certificate of Vaccination. In all other respects, however, the Tribunal found that there were no grounds to find that the plaintiff’s army records were inaccurate, incomplete, or misleading. The Tribunal ordered the army to (1) correct the plaintiff’s Unit Personnel Record Card by including a complete list of vaccinations, and (2) alter the plaintiff’s Certificate of Vaccination by changing date of the entry for vaccinations from 1963 to 1964. The Tribunal’s jurisdiction to make such order was doubtful, as principle 7(3) confers the discretion to correct (or else attach a statement of correction sought but not made) on the agency concerned, not the Tribunal. The relevant wording is as follows:

“Where an agency that holds personal information is not willing to correct that information in accordance with a request by the individual concerned, the agency shall, if so requested by the individual concerned, take such steps (if any) as are reasonable in the circumstances to attach to the information, in such a manner that it will always be read with the information, any statement provided by that individual of the correction sought.”

Principle 7 recognises that agencies have a right not to correct information, but at the same time it provides that if an agency does exercise this right, then it must attach a statement of a correction sought but not made. It would therefore seem inconsistent with this statutory arrangement if the Tribunal could override this right by using its power under s 85(1)(d) to order an agency to correct information.

4. “Such other relief as the Tribunal thinks fit” (s 85(1)(e))

This provision has been used to apply for an apology from a defendant, as in L v N (1997) 3 HRNZ 721 (Decision No 11/97), where the Complaints Review Tribunal ordered that the defendant provide the plaintiff with a written apology, in addition to the payment of $20,000 compensation. Likewise, the defendant was ordered to write a letter of apology in W v Director-General of Social Welfare (Decision No 12/98, 21 August 1998) in addition to having to pay $1,000 compensation.

In NZ Van Lines Ltd v Proceedings Commissioner [1995] 1 NZLR 100; [1994] 2 ERNZ 140 (discussed above), the appellant challenged an order of the Equal Opportunities Tribunal that required the appellant to implement an anti-sexual harassment policy. The Court allowed the appeal on the issue that the Tribunal’s order did not constitute “other relief” in relation to the case.  The Court held:

“As is clear from the plain meaning of the words … whatever is ordered must still be a ‘remedy’ which can properly be described as ‘relief’. See Jowitt’s Dictionary of English Law (2nd ed, 1977) where the text reads at p 1534:

‘Every action (except actions for discovery and a few others) is instituted for the purpose of obtaining relief, that is, satisfaction for a past injury, or the prevention of a threatened injury, or the enforcement or protection of a right. Thus on the Chancery side a plaintiff usually claims not only a particular kind of relief (specific relief), but also general relief, by asking for such further or other relief as the nature of the case may require, and he may ask for alternative relief: that is, he may mention two kinds of relief, and ask for one of them, eg, either specific performance or damages.’” (p 109; p 149)

The Court went on to state:

“The type of relief envisaged under para (g), even allowing for a liberal and enabling interpretation, still falls to be decided within the context of the Act as a whole and in particular s 38 which spells out the primary jurisdiction of the Tribunal. In my judgment, it is clear that the Tribunal has not been authorised to impose remedies or grant relief, which pursuant to s 37 of the Act, the parties might well agree to as a term of a negotiated settlement ….

It seems to me that if relief in the form of a mandatory injunction is outside the jurisdiction of the Tribunal pursuant to s 38(6)(d) (bearing in mind the specific authority given to make a restraining order under s 38(6)(b)), it cannot have been the intention of the Legislature then to throw the door wide open and allow an unrestricted jurisdiction pursuant to s 38(6)(g).

Additionally, ‘relief’ as used in s 38(6)(g) has much the same connotations as ‘redress’ in s 38(6)(d). I find myself unable to accept … that obliging the appellant to put in place and pay for an antidiscrimination programme, the terms of which are to be dictated by the Human Rights Commission, over four years after the complainant ceased to be employed (she left in February 1989, the order was made in June of 1993) can properly be described as either a ‘remedy’ or ‘relief’ so far as she is concerned.” (p 109; pp 149 – 150)

The nature of the Tribunal’s discretion under the analogous provision in the Human Rights Act 1993
 was discussed in BHP NZ Steel Ltd v O’Dea (1997) 4 HRNZ 456, which was an appeal from a Tribunal decision dealing with a complaint of dismissal for political opinions. The High Court stated obiter that the provision for the Tribunal’s discretion to grant “‘such other relief as it thinks fit’ is not a licence for the Tribunal to come in from left field and make any order it chooses without notice, or argument, or submission” (p 478). The Court went on to state:

“That catch-all [provision] must first of all be invoked by the party seeking relief …. This sort of catch-all provision is to deal with incidental and ancillary matters. It should not be interpreted as an open cheque to provide any relief which the Tribunal, after the hearing has concluded but before a decision is given, determines might be appropriate. The basic requirements of natural justice and fair hearing are not abrogated by such a provision.”

The Tribunal in that case had granted relief other than that sought by the plaintiff. The plaintiff sought reinstatement to his former position only. The Tribunal encouraged him to apply for other remedies, and to seek advice from the Proceedings Commissioner, neither of which the plaintiff had done. The Tribunal was unable to grant the relief sought by the plaintiff, and instead ordered the defendant to provide a written apology. The High Court, however, observed that the wording of s 86(1) of the HR Act (= s 84 of the Privacy Act) “suggests that the operative moving force for any remedy is the plaintiff, and what the plaintiff seeks” (p 477). Accordingly, the High Court found that the phrase “such other relief that the Tribunal thinks fit” refers to relief which the plaintiff explicitly seeks as a remedy. On the facts of this case, the relief sought by the plaintiff was not available in the circumstances. Therefore, “[n]o other relief could be granted by the Tribunal of its own volition” (p 478).

In W v P (Decision No 2/99, 16 February 1999), the Complaints Review Tribunal relied upon the New Zealand Van Lines Ltd v Proceedings Commissioner case in finding that it lacked the jurisdiction to order the defendant to attend a Privacy Act training programme.

D. Conclusion

Although the New Zealand Privacy Act provides for a variety of remedies in respect of infringements, it is not common for the Tribunal and Courts to have any need to award them. There are a number of reasons why this is the case, chief among these are that (1) cases generally tend to settle beforehand, and (2) most cases taken beyond the conciliation stage to the Tribunal and Courts tend to be of the weaker sort, since the complainants are normally left to pursue judicial remedies for themselves, the Director of Human Rights Proceedings generally being unwilling to bring proceedings in respect of them. If the remedies currently available did not exist, however, it is very unlikely that so many cases would settle before proceeding to a formal hearing. The various judicial remedies that are available thus can be described as functioning more often as an incentive to settle than as relief that is actually awarded in practice. Of the remedies that are awarded, compensation for humiliation, loss of dignity, and injury to feelings is by far the most common. This is not surprising for a jurisdiction that deals with privacy matters.

It is difficult to obtain information concerning settlements in the Privacy Act jurisdiction since such arrangements are, by their very nature, private. From anecdotal evidence, a good number of cases tend to go away more for lack of interest, a discouraging preliminary view from the Privacy Commissioner, or the existence of the queue, than because they have actually settled. Nevertheless, the information that is available concerning Privacy Act processes and remedies, and comparison of this with relevant aspects of the Ombudsman’s jurisdiction over access rights under the freedom of information statutes (both at present and before 1993, when the Ombudsmen had jurisdiction over personal information held by public sector agencies), is that the formal judicial processes in respect of data infringements currently supported by the State may be overly complex and costly in relation to the actual relief that is normally awarded in terms of the amount and frequency of awards. 

To conclude, the examination in this paper of the New Zealand position concerning data infringement processes and remedies suggests that the following elements would be effective both in terms of cost and the administration of justice in any system of regulation:

· There ought to be an independent official to investigate and conciliate complaints. The power to investigate is important, because at least in access complaints, there is no real way (aside from the legal process of discovery, which depends on proceedings already having been commenced) that the requester can find out whether relevant personal information is held by the agency concerned, and whether there has been a proper basis for withholding it. 

· Resort to this official’s jurisdiction should be free of charge, since most matters do not involve much, if any, monetary loss.

· This official should have a healthy discretion to dismiss complaints that are trivial or ill-conceived. Such decisions would be subject to judicial review. There appear to be a noticeable number of complaints from “querulents” in New Zealand, where often a privacy issue per se is not at the heart of the individual’s complaint.

· If a matter cannot be conciliated, this official should also have the jurisdiction to issue legally binding determinations. Relief could be limited principally to declarations of rights and orders for compliance as with the Hong Kong Privacy Commissioner’s enforcement notice jurisdiction. 

· The official should also be empowered to order the payment of compensatory damages within a relatively modest limit, say $5,000. Most cases will fall within this modest band.

· The official’s determination should be subject to judicial review by a tribunal or court for error of law or breach of natural justice. However, this should be at the applicant’s expense. The present practice of making a judicial hearing available to every dissatisfied complainant, free of filing and hearing fees,
 often seems to involve an element of judicial “overkill”.

· If a complaint involves a relatively large monetary claim, for example exceeding $5,000, or if the complaint involves a complex issue of law, or if the complaint involves a matter of public importance, then an applicant should have the option to proceed with leave directly to the tribunal or court.

� Compare the remedies under New Zealand’s freedom of information legislation: see below.


� Recommendation of the Council of the Organisation for Economic Co-operation and Development Concerning Guidelines Governing the Protection of Privacy and Transborder Flows of Personal Data (23 September 1980).


� Part VII of the Act. 


� Part X of the Act.


� Part XI of the Act.


� Compare articles 22 and 23 of Directive 95/46/EC on the Protection of Individuals with Regard to the Processing of Personal Data and on the Free Movement of Such Data, 24 October 1995, 


� This jurisdiction is discussed in more detail below.


� Interestingly enough, this function is not specifically set out in s 13, but falls under the omnibus s 13(1)(u), which provides that the Privacy Commissioner’s functions include “To exercise and perform such other functions, powers, and duties as are conferred or imposed on the Commissioner by or under this Act or any other enactment.” In the case of the Commissioner’s role in investigating and conciliating complaints, the relevant provisions are in Parts 8 and 9 of the Act.


� Section 69(2).


� Case No 2049 (December 1996). The information concerned was sent to an Opposition MP after no action was taken by the Minister of Health, the Minister of Police, and the National Director of Mental Health.


� The relevant provisions setting out these functions are s 13(h) (“To make public statements in relation to any matter affecting the privacy of the individual or of any class of individuals”); s 13(i) (“To receive and invite representations from members of the public on any matter affecting the privacy of the individual”); and s 13(m) (“To inquire generally into any matter, including any enactment or law, or any practice, or procedure, whether governmental or non-governmental, or any technical development, if it appears to the Commissioner that the privacy of the individual is being, or may be, infringed thereby”).


� See Privacy Commissioner, “Unauthorised information matching between Department for Courts and Motor Vehicle register: Report to the Minister of Justice, Courts and Transport in relation to an inquiry into events surrounding unauthorised information matching programme operated in mid-1996” (25 August 2000); this report was based on the commissioned “Report by Robert Stevens as to Inquiries into Information Matching by Department for Courts with the Motor Vehicle Register in June/July 1998” (21 March 2000). 


� One inquiry looked at the circumstances in which patient health information was left at the former premises of Hillmorton Hospital in Christchurch, and the second inquiry looked at the discovery of patient health information and staff personal information at the former premises of Rawhiti Trust Hospital in Auckland. At the conclusion of his investigations, the Privacy Commissioner was satisfied that they were isolated events that arose as a result of “one-off” human errors. See “Canterbury District Health Board: Discovery of Patient Notes in an Abandoned Hospital Building,” Final Report (July 2003), and “Rawhiti Trust Hospital Board: Discovery of Patient Notes in a Former Private Hospital Building,” Final Report (July 2003).


� Report of the Privacy Commissioner for the year ended 30 June 2000 (AJHR A.11), at pp 11-12. 


� Section 11.


� The Official Information Act 1982 (hereafter “OI Act”) and the Local Government Official Information and Meetings Act 1987 (hereafter “LGOIM Act”). 


� Report of the Department of Justice on the Privacy of Information Bill (22 January 1993) to the Privacy of Information Bill Sub-Committee of the Justice and Law Reform Committee, p 13.


� Report of the Department of Justice on the Privacy of Information Bill to the Privacy of Information Bill Sub-Committee of the Justice and Law Reform Committee (22 January 1993), p 13.


� Under s 79 of the Act, only remedies for breaches of principles 5, 6, 7, and 12 were initially available from the Complaints Review Tribunal (as the Human Rights Review Tribunal was then called); after 1 July 1996, however, the Tribunal had jurisdiction to hear matters concerning breaches of the other privacy principles as well.


� Section 66(1). The technical term for an actionable complaint is "an interference with the privacy of an individual".


� Section 66(2).


� Formerly known as the “Complaints Review Tribunal” until 1 January 2002, it is constituted under the Human Rights Act 1993. It also deals with complaints about discrimination under the Human Rights Act 1993 and with complaints about health consumers’ rights under the Health and Disability Commissioner Act 1994.


� Section 74.


� Section 77(1).


� Section 77(2). Prior to 1 January 2002, the Director of Human Rights Proceedings was known as the "Proceedings Commissioner".


� Section 83.


� Personal information held by public sector agencies is available free of charge, which continues the position that existed under the freedom of information legislation prior to the enactment of the Privacy Act in 1993.


� Section 78. In a submission addressed to the New Zealand Law Commission (15 May 2002), the Assistant Privacy Commissioner noted that of approximately 8,200 complaints that have been handled by the Privacy Commissioner’s Office, only 3 or 4 have concerned complaints concerning charges imposed by private sector agencies.


� Section 85(1).


� Section 123 Human Rights Act 1993 applies by virtue of s 89 Privacy Act.


� Section 124 Human Rights Act 1993 applies by virtue of s 89 Privacy Act.


� Section 23 of the OI Act; s 22 of the LGOIM Act.


� Section 29B of the OI Act and s 29A of the LGOIM Act.


� Section 72 of the Privacy Act, s 17A of the Ombudsmen Act.


� Section 28 OIA; s 27 LGOIMA. The investigation procedure is governed by Ombudsmen Act 1975: s 29 OIA; s 28 LGOIMA.


� Section 30 OIA; s 30 LGOIMA.


� Section 32 OIA; s 32 LGOIMA.


� Section 32B OIA; s 34 LGOIMA.


� Section 34 OIA; s 37 LGOIMA.


� Section 32C OIA; s 35 LGOIMA.


�Section 24 OIA; s 23 LGOIMA. Prior to the enactment of the Privacy Act, these provisions also covered natural persons. The Privacy Act, however, took jurisdiction over access and correction rights in respect of personal information about natural persons.


�Section 23 OIA/s 22 LGOIMA.


�Section 35(1) - (2) OIA; s 38(1) - (3) LGOIMA.


�Section 35(4) OIA.


�Section 38(5) LGOIMA.


�Section 39 LGOIMA.


� The relevant local government authorities are listed in the First Schedule to the LGOIMA.


� This point is discussed below in the section on damages for breaches of principle 6 access rights.


� See Report of the Privacy Commissioner for the year ended 30 June 2000 (AJHR A.11), at pp 25 and 31; (2001) 42 Private Word 4 (September-October).


� Case No 19740 of the Privacy Commissioner’s Case Notes (May 2002). 


� Case No 18541 of the Privacy Commissioner’s Case Notes (June 2002).


� Report of the Privacy Commissioner for the year ended 30 June 2002 (AJHR A.11), p 19.


�Ibid, p 20.


� Ibid.


� Ibid.


� Case No 40087 of the Privacy Commissioner’s Case Notes (March 2003).


� Case No 55528 of the Privacy Commissioner’s Case Notes (March 2003).


� Case No 51765 of the Privacy Commissioner’s Case Notes (June 2003).


� Section 85(2).


� See Report of the Privacy Commissioner for the year ended 30 June 2002, p 25: “Consistent with previous years, government agencies received the largest number of complaints.”


� Sections 92R to U of the Human Rights Act. Such a reference has yet to be made.


� Section 92W of the Human Rights Act.


� Paragraph 153.


� This interpretation of s 66 is contrary to the Tribunal’s decision in Jans and Jans v Winter (Decision No 21/03, 27 June 2003), but the interpretation accepted by way of obiter dictum in that case was, with respect, mistaken. After several early cases, the point was quite clearly established by the Tribunal in M v Ministry of Health (1997) 4 HRNZ 79, M v Police (1997) 4 HRNZ 91, and Adams v New Zealand Police (Dec No 16/97, 12 June 1997), and it was implicitly accepted by the High Court in L v T (1999) 5 HRNZ 30 and Proceedings Commissioner v Health Waikato Limited (2000) 6 HRNZ 274. An individual’s right of access to and correction of personal information held by public sector agencies, without having to prove detriment, had previously been conferred under the Official Information Act 1982 and the Local Government Official Information and Meetings Act 1987. The enactment of the Privacy Act was not intended to downgrade this position, and it is quite surprising that the Tribunal should find that this was indeed Parliament’s intention. The Tribunal appears to have fallen into error by failing to appreciate the legislative context of the Privacy Act, and taking ambiguous statutory wording at apparent face value when its intent should have been clear.


� Section 38(6)(d) of the 1977 Act = s 86(2)(d) of the Human Rights Act 1993.


� Section 86(6)(g) = s 85(1)(e) of the Privacy Act.


� A Working Party on Civil Court Fees consultation document (Strategic Policy Unit, Department for Courts, May 2003), however, recommends that the Human Rights Review Tribunal be treated akin to the District Court, which would mean imposing a $400 filing fee. It is proposed that no fees would be payable for cases brought by the Director of Human Rights Proceedings.
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